
Remember, as a general practice Atlantic Bank will never ask you to provide sensitive information via text or 
email message. 

Thank you for your choosing Atlantic Bank as your trusted financial partner. 

At Atlantic Bank, ensuring your security is our top priority. We remain committed to keeping you informed 
regarding potential threats to your financial safety. 

Today, we would like to raise awareness and advise you about "smishing." Smishing is a type of phishing scam 
that occurs via SMS (text messages) or other messaging platforms. Scammers would send deceptive messages 
to lure individuals into sharing personal or financial information.

Verify the sender: 
Always verify the authenticity of any message you receive; particularly those requesting sensitive 
information such as passwords, account details or credit card information via text or email 
messages.

Do Not Click or Access Suspicious Links:Do Not Click or Access Suspicious Links: Exercise caution when clicking on links within text 
or email messages you may receive, especially if they are unexpected or come from unknown 
sources. These links may lead to phishing websites designed to steal your personal and financial 
information.

Never Share Personal Information: 
Be cautious when responding to unsolicited requests for personal or financial information, even 
if they appear to come from a trusted source. 

Report Suspicious Activity:Report Suspicious Activity: 
Contact us immediately if you receive a suspicious message requesting personal, banking, or 
financial information. 

Adhere to the following precautions:
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